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1. Introduction

1.1. Scope of This Document

This document aims to explain how to configure ConnectWise and the Bitdefender cloud
console for the automatic ticketing and billing services between the two platforms to work.

This document is intended for Managed Service Providers with partner accounts in the
Bitdefender cloud console.

1.2. Bitdefender and ConnectWise

Bitdefender's cloud-based malware protection service is developed for computers running
Microsoft Windows and Mac operating systems. It uses a centralized Software-as-a-Service
multiple deployment model suitable for SMB and enterprise customers, while leveraging
field-proven malware protection technologies developed by Bitdefender for the consumer
market. Subscribers have access to a Web-based management interface called Control
Center. From this interface, administrators can remotely install and manage malware
protection on all their Windows and Mac computers. A local application called Endpoint
Security is installed on each protected computer.

The integration module available within Bitdefender Control Center enables MSPs to
automatically create tickets and billing procedures for their customer companies, based on
delivered Bitdefender security services.

The ConnectWise integration module allows the following actions:

1. Connect Bitdefender Control Center to a ConnectWise account. Configure a new
integration within Bitdefender Control Center and provide your ConnectWise account
details (URL, company name, username and password).

2. Setup the ticketing service. Once enabled within the Bitdefender integration wizard,
tickets are automatically created in the ConnectWise platform for the following types of
events:

e Malware Outbreak. This ticket is triggered each time a defined percent of protected
computers is infected with the same malware.

¢ Blocked URLs. This ticket is triggered when a protected computer is trying to access
a web address which is blocked by the security policy. A blocked website ticket is
created only once for the same domain.

Introduction 1
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e Outdated clients. This ticket is triggered when the percentage of outdated clients
within the managed network has exceeded the defined threshold.

3. Setup the billing service. This functionality is reporting to ConnectWise the count of active
protected endpoints for each managed company with monthly subscription. Based on
this count, ConnectWise can calculate a price and issue an invoice for each managed
company at the end of each month. For this functionality to work, a pricing model has
to be defined in ConnectWise for each managed company.

4. Import ConnectWise companies to Bitdefender Control Center. You can easily import
your ConnectWise companies to Bitdefender Control Center:

e During the initial integration setup (wizard-guided).

e Ondemand, after setting up the ConnectWise integration, using the options available
in the Companies page.

Introduction 2
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2. Integration Prerequisites

To connect your Bitdefender Control Center account to ConnectWise, you must meet the
following requirements:

e Bitdefender Control Center partner account.
¢ Monthly Usage license key issued by Bitdefender.
e ConnectWise User Account.

e ConnectWise Integrator Account, required for setting up the ConnectWise integration
within Bitdefender Control Center. The following APIs should be enabled for this account:
Service Ticket API, Managed Services APl and Company API.

e ConnectWise companies must be successfully imported to Bitdefender Control Center.

Integration Prerequisites 3
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3. Setting up ConnectWise

Several settings have to be defined in ConnectWise for the automatic billing and ticketing
services to work.

Log on to ConnectWise to start the configuration. We recommend using the on premise
ConnectWise client rather than the web client.

3.1. Create an Integrator Account

For the communication between Bitdefender Control Center and ConnectWise to work, you
need to define an Integrator Account in ConnectWise and configure it to grant access to the
required ConnectWise APls.

To create an Integrator Account:

Go to System > Setup Tables.

Search for Integrator Login in the Table column.

Click Integrator Login.

Click the @ New Item icon to create a new entry.

Enter the username and password for the integrator account.

For the Access Level, select All records.

N o g kDb =

Enable the following APIs:
e Service Ticket API.

You must also select Professional Services for the Service Board to be able to
manually close the tickets. No callback URL is required.

e Managed Services API.
e Company API.

8. Click the F% Save and Close icon.

Setting up ConnectWise 4
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r N
(s ConnectiWise v2015.1 (25414) - ¥y L T T lilﬂlgﬂ_
% Setup Tables B3 »
’ Recents v ~ Q pu Training |+
ise ek . @
A
W— ConnectWise Setup Tables » Integrator Login
Integrator Login
My Favorites :
? (Testing) OIH & x| @
| @ Newintegration login |
& Companies
Username:  bitdefender |
ﬁ' Sales Password:
iy Marketing
w_ Procurement Service Ticket APT -
Service Board: -
&y Project Callback URL: |
ﬁ_ Senvice Desk [7] Use legacy callback format 1
[]| Time Entry AP f
iy Time & Expense
Member: i, N
@& Finance Callback URL: !
Use legacy callback format
& System
Managed Services API |
& ConnectWise Tl [C] Enable childing of C: [more info) I
Central [] Allow for Configurations to be childed by the Integrator
& Marketplace =| |[C]| Contact &P
Callback URL:
EE ) Setup Tables —
a [ Use legacy callback format
@A My Compan
v =1 Company APT
%5 Security Roles Callback URL:
& Use legacy callback format
Members - a
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3.2. Define the ConnectWise Billing Settings

3.2.1. Create a Management IT Solution

1. Go to System > Setup Tables.
2. Search for Management IT in the Table column.
3. Click Management IT.
4. Click the 3 New ltem icon to create a new management solution.
5. Enter the solution name.
6. Select the Custom type.
7. For the custom solution name, enter the same solution name.
8. Click the Ei Save and Close icon.
(& ConnectWize v2015.1 (25414) - D o . ¥ Alilﬂl_g1
3 setup Tables E »
Con%nse + v |Recents | (@@ (A~ Q a Training +
ConnectWise 25 > Management [T Solution List > Solution Setup
=
Solution Setup
My Favorites 9
g (T\:c.-sling} DEEXIG @
Add anew record.
W Compames | o anew recor | I
Mame: BitdefenderSolution
W Sales Management [T Solution: W
. ‘Custom Solution Name: BitdefenderSolution
& Marketing |
& Procurement
& Project i
| W ST e (@ Set one login to be used by all members
Username:
& Time & Expense Password:
& Finance
& System '
& Connect\Wise P
Central L I
& Marketplace
§% Setup Tables

A = = —
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3.2.2. Create an Agreement Type

A unique agreement type is needed for updating the appropriate agreements with customer
billing information.

1. Go to System > Setup Tables.

2. Search for Agreement Type in the Table column.

3. Click Agreement Type.

4. Click the @ New Item icon to create a new agreement type.

5

Fill in the Description field. For simplicity reasons, you can use the same name as for
the Management Solution.

o

Optionally, you can configure the rest of the agreement type options as you want.

Click the Ei Save and Close icon.
[ Comectise vz0151 oer, T T T S [ |

% Setup TablesE3 b
ComWise’ % v | |Recents > B8 All v Q a Training v
& Connectiise Setup Tables > Agreement Type List > Agreement Type

Agreement Type
My Favorites
¥ (Testing) Agreement Type £

LN LRk al<] @
& Companies

[@26d anew agreement Type |
W = Description:  Monitoring| Default? 7] il
& Varketing Prepayment? [] (Reverse revenue when applied)  Inactive? [7]

Agreement Defaults
Procurement
& owor [ <] [ Copy Work Roles to Agreement:
& Project BusinessUn | | Restrick [ Copy WorkTypes toAgreement:
2t (—

Application Parameters: Use for any agreement which covers time, expense or products (Block Time, Support, etc.)

& Time & Expense seplistionuns: [ ~]  Bewos Employee Compensation Rate

&~ Service Desk

m

Application Limit or [ Unlimited R
& Finance Available per: or [ OneTime (@) Actual Hourly Rate
— Agreement Covers{ | Time Products () This Hourly Rate
S System
i EreEs ST Do not exceed this amount:
Carryoverunused®  Yes (@ No Expired: day(s) () Monthly Billing Amourt
& Connectwise ) % ofMonthly BillingAmount
Central AllowOverruns? ~ Yes @ No  Limit: % © This Monthly Amourt]
&  Marketplace Agreement expireswhen Availableis zero: ]

Chargeadjustments to the firm:

B Setup Tabks

@ My Company Billing Cycle: or[ 7] One Time Toxable? [
Calendar Year

@ Contract Year

Members L
Billing Amount:

% Ssecurity Roles Cydebased on

&
B3 Mass Mantenance [ Restrict downpayment

M/ Report Wrtter [] Include prefix/ suffix on invoice # @ Prefix () Suffix
Invoice Description:  This will beshown asthe [ Top Comment Bottom Comment

El| AlReports O O i
< i ] v
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3.2.3. Create Cross-References for the Management Solution

To be able to automatically send billing information to ConnectWise, you need to define the
type and level for your management solution and to create cross-references between types,
levels, agreement types and products.

To create a cross reference:

1. Go to System > Setup Tables.

2. Search for Managed Devices in the Table column.
3. Click Managed Devices Integration.
4

Click the previously created management solution.

(8 ConnectWise v2015.1 (25414 I . s o= S |

% Setup Tables B }
cormtw'se~ + v Recents - [l -] All - Q a Training |+
A
W Connect\ise Setup Tables » Managed Devices Integration List

Managed Devices Integration List
My Favorites

* (Testing) Export View | (No View) - @ 1-240f1 ¥
&y Companies HName Management Solution
|| & Sales

BitdefenderSolution BitdefenderSolution e

ﬁl\narkeling CSE ’1 j CSE

5 i MamntTSalx MgmntiTSalXName

ﬁ rocuremen
VittualEmail VitualEmail

W Project Kergx Kerox

& Service Desk
i7" Time & Expense
& Finance

iy System

& ConnectWise
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5. In the Cross-References tab, click the [ New Item icon to create a cross-reference.

— n
& ConnectWise v2015.1 (25418) IRl S L . L N R
&% Setup Tables R 2
iy -+ v | Recems o Al - a) | 2 Training |+
ConnectWise “
i
ﬁ ConnectWise Setup Tables » Managed Devices Integration List > Managed Devices Integration
Managed Devices Integration
My Favorites =
! (Testing) DHRE XSG
| @ Last Updated 8/23/2014 8:00:29 AM by admin2
& Companies.
Name: BitdefenderSolution Portal URL: Ussmame:
|| & sales Solution: BitdefenderSolution LoginBy: | Global =] passward:
f— IR ETe =10 Disable Newly discovered Cross-References: [
&7 Marketing Defaults for New Canfigurations TrEdls T i
& Procurement Location: [=] Biling Level: | Summary [=]
& Proct Business Unit: [+] Match on Serial Mumber:  [7]

[F] set Configuration to Bil the Customer
i Service Desk

i Time & Expense

& Finance Cross-References | Motfications  Logins | Companies | File Upload | Log £
i System R‘ Search || Clear | | Export || View |(No View) > @ 1-10f1 ¥
¥y
o Level Type Configuration Type = Agreement Type Product Inactive
& ConnectWise ‘E‘ w ¢ ¥oe | A0 ”»
Central W
& WMarketplace Mo Records Found

g% Setin Tables =

6. Fill in the following mandatory fields:
¢ Type and Level, according to your billing plan.
¢ Agreement Type. Select the previously created agreement type.

e Product. Select one of the previously created products. If no product has been
defined, proceed as follows:

a. Click the “ Search icon next to the Product field.
b. Click the [ New Item icon to create a new product.
c. Define the following mandatory settings:

- Product ID

— Description

— Unit Price

— Customer Description

d. Click the & Save and Close icon.

Setting up ConnectWise 9
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r — e ——— ~ =
(@ ConnectWise v2015.1 (25414) o[ = [
3 Setup Tables K »
- w | | Recents - -~ raining ~
C:wHEZ“M'EE Al Q ‘ﬂT ining
& Connectiise Setup Tables » Managed Devices Integration List > Managed Devices Integration > Cross-Reference
Cross-Reference
My Favorites y
gl LHE X —
[@ Lestupdated 5/28/20148:00:28 AM by acini| B | @ @~
& Companies
Name: BitdefenderSolution [@addnewproduct |
& Sales Solution: Bitdefendersolution Product ID: endpoint [ Inactive
— piEpEmlEa ' pescripion: Instaleddlient
& 9 Defauits for New c Software / Seftware =)
& Procurement y R Software 5
ocation: H
Product Class: Service | Serialized Product
& Progct B [ Prase Product @ Apply Cost by Serial %
[C] setconfiguration to Bill the Customerf  Unit of Measure (UOM). Minimum Stock Level: o
fo. 7 EEVER DS Unit Frice e Prochwbie [ ] s
& Time & Expense Unit Cost 0.00
Taxable: [
|| @& Finance Cross-References || Motifications || Ld Cvstemsr Description
, Physical endpoint installed with Endpoint Security by Bitdefender -
& System DHEE xIQ
[@eEnter new record
L7 ggr:tnrgt‘:twm Solution BitdefenderSolution
Vendor Supplied Values R
lanufacturer Infommation L4
€ warketpace ] Disable: Do et integrate e )
& setup Tabk These values must maich whatis sentfiomf o 2
etup Tables integration. Also, these are used on the Ma| g Part
‘ompany screen to cross-Teference.
@  my company T UsageBasedvonthly | Prefemsd Vendor Infomation
% Security Roles el MNormal e ( LY
Vendor SKU! L
& Members T — Cl - [0 ] »
8  Mass Maintenance Agreement Type: | Monitoring hs
Product:
My Report Writer )
- N -

7. Click the F% Save and Close icon.

3.2.4. Create Agreements for Each Company
To ensure that the billing information is correctly sent to ConnectWise companies from your
Bitdefender partner account, you have to create an agreement for each company.
To create an agreement:
1. Go to Finance > Agreements.
2. Click the [ New Item icon to create a new agreement.
3. Make the following mandatory settings:
e Select the agreement type you have previously created.
e Enter the agreement's name.
e Select the target company.
¢ Choose or define a contact within the selected company.

¢ Define the agreement's ending date.

4. Click the % Save and Close icon.

Setting up ConnectWise 10
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L ey

— -

&% Agreements B3

»

"B Special Invoices

My Invoices

. Recents - Al - Q = Training |+
ise  t~ : @
A
@. ConnectiVise Agreement Search > Agreement Maintenance
New Agreement
My Favorites
(Testing) Agreement
i DEHE X BE G R PG @
& Companies K
| OAdd anew Agreement. |
i Sales -~ |
Agreement Type:| bitdefender - Application Recap Inveicing Recap il
W Marketing Agreement Name: BitdefenderEndpoints Starting: 0.00  Last Inv Dates '
ErgamEe ey _f‘ Adjustments: 0.00  Last Inv #:
& Contact: adminl Q = I
Used: 0.00  Last Inv Amt:
r Customer PO: = M
& Project £
Location: Tampa Office T | Restrict: [ Remaining: 0.00  Mext Inv Date: ,
@& Senvice Desk BusinessUnit: | Professional Services v | Restrict: ] Qverrun: 0.00  Next Inv Amt:
Start Date: Tue 10/07/2014 [~ |
WTime&Expense End Date: Mo Ending Date Available: 0.00 Unbilled Overage 0.00
 a
iy Finance Cancelled: = Opportunity: 4 i
——  Sub-contractor Information
g Date Cancelled:
A man [ a, |
- eason:
&8 Company Finance - contact: aQ =
% Agreement Sales :] Work Order:
Internal Notes f7)
& Agreements ™ i
Invoicing ’

Use for any agreement which covers time, expenses

Tnvoice Batch Applicationunes: [ o] Beclusions(n) Employes Compensation Rate
Emaiing Application Limi .00 er []unlimited Usethis hourly rate:
EFimancsal Availableper ar One time @ Actual Hourly Rate
Agreement Covers: Time Products &
Dashboard g % Thie HourhsData I

ucts (Block Time, Support, etc.)
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4. Managing the ConnectWise
Integration within Bitdefender Control
Center

4.1. Configure the ConnectWise Integration

1. Log on to Bitdefender Control Center using your partner credentials.
2. Point to your username in the upper-right corner of the console and choose Integrations.
The integrations page will show up.

Bitdefender’
CONTROL CENTER

Dashboard  Network  Policies  Reports  Quarantine  Companies  Accounts

Accounts

3. Click the + Add button at the right side of the table.

Dashboard Network Policies Reporis Quarantine Companies Accounts

Integration platform

(v PAGE 0 of0 10 - 0 items

4. Click the Add ConnectWise Integration link. The integration wizard will appear.

Managing the ConnectWise Integration within Bitdefender Control Center 12
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(]

Wise integration settings x

General

URL:
Company:
User:

Password:

Options

Receive tickets for:

Malware Cutbreak
Blocked URLs

Cutdated clients

Save Cance

5. Under General section, enter the required ConnectWise credentials:
e URL: the ConnectWise server address.
e Company: your ConnectWise Company ID.
e User and Password of your ConnectWise Integrator Account.
6. Under Options, define the services you want to use with the ConnectWise platform:

e Select the type of tickets you want to automatically create from Bitdefender Control
Center:

— Malware Outbreak. This type of ticket is created in ConnectWise each time the
percent of computers inside a managed company on which the same malware
has been detected exceeds the defined threshold. The threshold represents a
percentage of total number of endpoints under a managed company.

— Blocked URLs. This type of ticket is created in ConnectWise when a protected
computer is trying to access a web address specifically blocked by the security
policy.

— Outdated clients. This type of ticket is created when the percentage of outdated
clients within a managed company has exceeded the defined threshold. The

Managing the ConnectWise Integration within Bitdefender Control Center 13
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threshold represents a percentage of total number of endpoints under a managed
company.

For more details regarding the tickets workflow, refer to the Ticketing Setup chapter.

Important
For the ticketing service to work, you have to enable the Service Ticket API in your
ConnectWise Integrator Account.

¢ Send billing information option enables Bitdefender to report the number of active
protected endpoints for each managed company. For the billing service to work, you
have to provide the following data:

— Solution name: enter the name of the previously defined Management IT Solution.

— Level and Type: enter the Level and Type IDs specified with the previously defined
Cross-Reference.

For more details regarding the billing workflow, refer to the Billing Setup chapter.

Important
For the billing service to work, you have to enable the Managed Services API in your
ConnectWise Integrator Account.

7. Click Save. Wait until Bitdefender Control Center connects to ConnectWise with the
provided credentials.

8. As soon as the connection with ConnectWise has been established, the wizard will load
all your managed companies. Import to Bitdefender Control Center the list of companies
that you want as follows:

a. Select the companies that you want to import. Use the search box to easily find the
company that you want.

b. Choose the Licensing type for imported companies. Each company under Bitdefender
Control Center must have the licensing option filled in. You can opt between the
following license types:

e Trial. In this case, a 30 days trial license key is automatically assigned to each
imported company.

e Monthly Subscription. In this case, each imported company will share the seats
available on your Bitdefender monthly usage license key.

Managing the ConnectWise Integration within Bitdefender Control Center 14
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Import companies from ConnactWise x

Company name

com

Compas
Company4

~  Company1

Licensing type for imported companies Monthly Subseription -

Import Close

Warning
For the billing integration to work, managed companies must have a monthly
subscription.

9. Click Import. Wait until ConnectWise companies are imported to Bitdefender Control
Center. Imported companies will appear in the Network group, under your Network
inventory. You can also edit each company using the options available in the Companies

page.

Dashboard MNetwork Policies Reports Quarantine Companies Accounts

+ " _ Mame 0s IP Last 5
+ B nebula ‘ : :
+ 1 companies fln Companies NIA
» B company1
Network ;
v r_'|gt| Network r_'|g|:| -

Important

To successfully map your managed companies between Bitdefender Control Center and
ConnectWise, the Companies APl must be enabled in your ConnectWise Integrator
Account.

Once configured, the ConnectWise integration will be visible in the integrations page.

Managing the ConnectWise Integration within Bitdefender Control Center 15
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4.2. Edit the Settings for ConnectWise Integration

To edit the settings of your ConnectWise integration, all you need to do is click ConnectWise
in the integrations page. You will be able to change the integration's credentials and modify
the selected features.

When done, click Save to apply changes.

Important

Importing new companies from ConnectWise is not available when editing the integration's
settings. After the first ConnectWise integration setup, you can import new ConnectWise
companies only by using the options available in the Companies page. For more information,
refer to the Managing ConnectWise Companies in Bitdefender Control Center chapter.

4.3. Disable the ConnectWise Integration

To disable the ConnectWise integration, select its checkbox and click the — Delete button
at the right side of the table. The integration is removed once you have confirmed the action.

Managing the ConnectWise Integration within Bitdefender Control Center 16
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5. Ticketing Setup

Bitdefender Control Center can be configured to automatically create tickets in ConnectWise
for the following type of events: malware outbreak, blocked URLs and outdated clients.

For the ticketing service to work, the following conditions must be fulfilled:

1. The Service Ticket API has been enabled in your ConnectWise Integrator Account.

2. Atleast one ticket type has been enabled and configured as required in the ConnectWise
integration wizard.

3. Endpoint Security (the client security software) has been installed on your managed
companies endpoints.

Important
For the Service Ticket APl you must also set the Service Board to Professional Services
to be able to manually close the tickets.

When a ticket is created, Bitdefender sends to ConnectWise a ticket summary and also a
detailed description of the issue.

Once you have evaluated and eventually solved the ticket, you can close it. To view tickets
in ConnectWise:

1. Go to Service Desk > Service Ticket Search.
2. In the Company column, search for the company you are interested in. ConnectWise
will display all the tickets created for that company.

Vu. ConnectWise v2015.1 (23414) . - - . - ) ' .' E‘E‘g‘
@ Service Ticket SearchEd >
w ; %+ v | Recents - Al - Q 2 Training |+
ConnectWise =il - & Trinin
w ConnectWise Ticket Search
Ticket Search
My Favorites
" (Testing) i+ | Search || Clear | | Export || View |(No View) v @ 1-400f1587 ¥ B
i@ Companies =
Ticket Type Ticket# Priority Company Summary Description Total Hours Bui
Sy Sales ] Senvice Tickew Al ~ || Company
& Marketing [} aj Service Ticket 998 a Company1 Malware outoreak alert 000 ~
[ B3 Senvice Ticket 297 O Company1 Malware outbreak alert 0.00
& Procurement ] 21 Service Ticket 208 ) Company1 Malware outoreak alert 0.00
& Project [ B2 Service Ticket 295 O Company1 Malware outoreak aler om0 |%
[ 83 senvice Ticket 294 O Company1 Walware outoreak alert 0.00
ﬁService Desk = aj Service Tickat 293 a Company1 Malware outoreak alert 0.00
@ Service Ticket E| ] B2 Senice Tickst 902 O Company1 Malware outbreak alert 000
Search Fil} L= - = = = am = o

Ticketing Setup 17
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5.1. Malware Outbreak Tickets

A malware outbreak ticket is created in ConnectWise for a managed company when the
percentage of endpoints on which the same malware has been detected exceeds the defined
threshold.

You can configure the malware outbreak ticket threshold in the ConnectWise integration
wizard.

For example, when the threshold is 5, and a virus is detected on 5 out of 100 endpoints of
a company, a malware outbreak ticket will be automatically created for that company in
ConnectWise.

Options
Receive tickets for:

+ | Malware Cutbreak

Threshold: 5 | °

Note
G Another malware outbreak ticket for the same virus can be generated if that virus is still
detected in the same network after 24 hours since the first ticket was raised.

5.2. Blocked URLs Tickets

Blocked URLs tickets are automatically created when a protected computer inside a managed
company is trying to access a web address which is blocked by the security policy. A blocked
website ticket is created only once for the same domain.

Important

Bitdefender Control Center creates only one Blocked URLs ticket for the same web domain.
When another URL path or sub-domain of the same domain is blocked again for a computer
located in the same company, Bitdefender Control Center will not create a new ticket, even
if the previous ticket had been closed.

New Blocked URLs tickets can be created only for other domains blocked by the computer

policy.

From Bitdefender Control Center, you can configure computer policies to block web traffic
by categories and also by specific URLs.

¢ Blocking website categories. To view the policy web control settings open a computer
policy template and go to Content Control > Web > Web Control Settings > Categories.
In this section, you can enable the web categories filter and define web rules (allow or
block) for each web category.

Ticketing Setup 18
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Dashboard  Network  Policies  Reports  Quarantine  Companies  Accounts  Configuration

IF  General

3

Web Control

Q  antimaiware

Web Control Setiings

irewall * - Block
D Content Control - - Schedule Scheduler Categories Exclusions
Traffic s - Allow

v Web Categories Filter

&
<

Antiphishing

PR - Aggresive Permissive - Only high risk categories are blacked
Data Profection =

The Web Category Filter will be automatically set up to allow all categories
except HateViolence/Racismillegal Drugs, Medicine/AlcoholiCigars.
Pomography, Mature Content, Suicide and Marcotics.

Applications - Normal

& - Permissive

- Custom

Treat Web Categories as exceptions for Web Access

~ Categories
Web Rules

Web Proxy’ Allow Suicide: Block
Software Piracy Allow Health Allow
Tabloids: Allow Violent Cartoons Allow
Hate/Violence/Racism/lllegal Drugs: Black Blogs Allow
Gambling: Allow File Sharing Allow

For example, if you assign the protected endpoints with a policy which is blocking social
network websites, and one computer is trying to access 1inkedin. com, a ticket will be
created in ConnectWise for the company where this computer is located. The ticket
description will specify that a URL as been blocked for 1inkedin.com domain.

e Blocking specific URLs. You can also configure computer policies to block specific
URLs, by enabling web exceptions and adding the specific URLs that you want to block.
To do that, open the computer policies, go to Content Control > Web > Web Control
Settings > Exclusions and make the necessary settings.

Ticketing Setup 19



Bitdefender EnTERPRISE CONNECTWISE INTEGRATION GUIDE

Dashboard Network: Policies Reports Quarantine Companies Accounts Configuration

Policy > test

1% General v
«  Web Control Settings
O  Antimalware »
nn ‘Web Control Settings x
B Firewall .
1) Content Control - Scheduler Categories Exclusions

raffic
+  Use Exceptions
Web
Web Address Permission Action
Data Protection
| Block - -

Applications
* example.com Block -

[ PAGE 1 of1 10 - 1 items.

Save Cancel

5.3. Outdated Clients Tickets

Outdated Clients tickets are created when the percentage of outdated clients within the
managed network has exceeded the defined threshold.

Bitdefender Control Center reports that the Endpoint Security client is outdated if either the
product or the virus signatures have not been updated in the first 24 hours after the update
release.

You can configure the threshold for the Outdated Clients ticket in the ConnectWise integration
wizard.

For example, for a threshold of 50, when the number of outdated clients of a company
reaches 50 out of 100 endpoints, an Outdated Clients ticket will be automatically created
for that company in ConnectWise.

Note

Another Outdated Clients ticket for the same company can be generated only if the current
ticket had been manually closed in ConnectWise.
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6. Billing Setup

The billing integration allows you to receive Bitdefender Control Center usage reports for
each managed company in ConnectWise. Once the billing integration has been enabled,
Bitdefender Control Center sends the number of active computers protected with Endpoint
Security to the configured ConnectWise server. An Endpoint Security client is considered
active only if it had connected to Bitdefender Control Center at least once in the current
month.

For the billing service to work, the following conditions must be fulfilled:
1. The Managed Services API has been enabled in your ConnectWise Integrator Account.

2. A pricing model has been defined in ConnectWise for each managed company. To learn
more, refer to the Define ConnectWise Billing Settings chapter.

3. The billing service has been enabled and configured as required in the ConnectWise
integration wizard.

Important
For the billing service to work, make sure to input correctly the required data in the
ConnectWise integration settings. Please mind that the entries are case sensitive:

e Solution Name: the Management IT Solution name.

e Level and Type: the IDs of the Level and Type specified with the defined
Cross-Reference.

+ Send billing information

Solution name: BitdefenderSolution
Level: MNormal
Type: UsageBasedMonthly

4. Managed companies are licensed with a monthly subscription.

At the beginning of each month, Bitdefender Control Center creates in ConnectWise a usage
record for each managed company. The usage record remains open during the entire month.
When a new client is installed in the same company, the usage record is automatically
updated with the new count.

To view the usage records of a company in ConnectWise:
1. Go to Companies > Companies and search for the company you are interested in.

2. Click the company's hame.
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3. Go to the Agreements tab.
4. Click the previously created Agreement Type.
5. Go to the Additions tab.

i ConnectWisev2015.1 25arg) oo WOEERE W - © 0 @ TR T R W e oo )

&8 Companies 3 P
. Recents - All - Q e Training |~
ise  (*~ : @
| .
& Connectwise Company Search > Company > Additions
Company1
My Favoriies -
" (Testing) Agreement Additions Adjustments Agreements Work Roles Work Types Sites Invoice Senice
& Companies [y || search || Clear | | Export || view |(no View) v @ 1 250t ¥ | B
*  Effective ~ Cancelled Product ID Description Quantity Price Ext Price Bill
&8 companies
[l Contacts £ 08/06/2014 Endpaint InstalledClient 1.00 $29.00 $29.00 v
#2 Configurations
& Company Activity
Exceptions
& sales il Im v
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7. Managing ConnectWise Companies
in Bitdefender Control Center

Importing your managed companies from ConnectWise to Bitdefender Control Center can
be done in two phases:

1. At the final step of the initial ConnectWise integration setup. During further edits, the
companies import options are no longer available from the ConnectWise integration.

2. Any time you need, in the Companies page of the Bitdefender Control Center:
a. Log on to Bitdefender Control Center using your partner credentials.

b. Go to the Companies page.

C. Click the + Add button at the right side of the table.

Dashboard Network Policies Reports Quarantine Companies Accounts

Companies
Name Type Managed License usage License validity
B3 Company1 Customer Yes Used: 2 never +
Add new company
| import companies from ConnectWise |
) PAGE | 1 |of1 0 - ftems

d. Click Import companies from ConnectWise. Wait until Bitdefender Control Center
retrieves information from ConnectWise.

e. Anew window will open, displaying all your managed companies from ConnectWise.
Select the companies that you want to import and specify their licensing type using
the options available at the lower side of the window. You can opt between the
following license types:

e Trial. In this case, a 30 days trial license key is automatically assigned to each
imported company.

e Monthly Subscription. In this case, each imported company will share the seats
available on your Bitdefender monthly usage license key.
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Import companies from Connectwise

Company name

com

Compas
Company4
-+ Company1
Licensing type for imported companies: Monthly Subscription  ~

Import Close

Warning
For the billing integration to work, managed companies must have a monthly
subscription.

f. Click Import. Wait until ConnectWise companies are imported to Bitdefender Control
Center.
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